
Recommendation by the Chief Executive Office (CEO) to approve the new Board Policy for 
procedures to ensure the legal protections of Patient Safety Work Product and reporting to a third 
party Patient Safety Organization (PSO).

SUBJECT

September 06, 2016

The Honorable Board of Supervisors
County of Los Angeles
383 Kenneth Hahn Hall of Administration
500 West Temple Street 
Los Angeles, California 90012
 
Dear Supervisors:

APPROVAL OF NEW BOARD POLICY – PROCEDURES TO ENSURE THE LEGAL 
PROTECTIONS OF PATIENT SAFETY WORK PRODUCT AND REPORTING TO A THIRD PARTY 

PATIENT SAFETY ORGANIZATION
(ALL DISTRICTS) (3 VOTES)

IT IS RECOMMENDED THAT THE BOARD:

Approve the attached Board Policy to create procedures to ensure the legal protections of Patient 
Safety Work Product and reporting to a third party PSO.

PURPOSE/JUSTIFICATION OF RECOMMENDED ACTION

The Patient Safety and Quality Improvement Act of 2005 (PSQIA) created a national structure by 
which healthcare providers may voluntarily report medical errors and patient safety information to 
PSOs.

The PSQIA established the Patient Safety Evaluation System as the method by which healthcare 
providers develop and analyze patient safety information for reporting to an organization that meets 
the requirements as a PSO.  The PSQIA defines the information that is collected, developed, and 
analyzed for the purpose of improving patient safety, healthcare quality, and healthcare outcomes, 
and reports to a PSO as Patient Safety Work Product.
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The PSQIA provides:  1) privilege and confidentiality protections to not disclose Patient Safety Work 
Product in regards to Federal, State, and local civil, criminal (privileged on a limited basis), or 
administrative proceedings, discovery, subpoenas, orders, etc., and Federal and State freedom of 
information requests, and to not admit as evidence in such proceedings; 2) prohibits professional 
boards and accrediting bodies from taking adverse action against a provider based on a provider's 
collection, development, reporting, or maintenance of Patient Safety Work Product; and 3) imposes 
monetary penalties for the knowing or reckless disclosure of Patient Safety Work Product in violation 
of the confidentiality protections.

The Department of Health Services implemented a department PSO policy in September 2010, 
when it first joined a PSO.  On January 14, 2014, the Fire Department, Department of Mental Health, 
Department of Public Health, and Sheriff’s Department, joined the Vizient PSO, formerly University 
Health Consortium (UHC), due to the implementation of Safety Intelligence, formerly Patient Safety 
Net (PSN), for all medical provider departments.

Safety Intelligence is a reporting system which tracks medical errors, incidents, and near misses.  
The Safety Intelligence system is a critical component of each department’s defined Patient Safety 
Evaluation System and provides legal protections from discovery for the information contained within 
the system.

The medical provider departments each drafted individual policies pertaining to the PSO.  However, 
the County Legal Exposure Reduction Committee’s Medical Malpractice Sub-Committee reviewed 
the various departmental PSO policies and determined the County should have one consistent 
Countywide policy to better serve its constituents.  Therefore, CEO and all medical provider 
departments drafted the attached proposed Board Policy before the Board today.

The proposed Board Policy was approved by the Audit Committee on July 21, 2016.

Implementation of Strategic Plan Goals
Approval of the proposed Board Policy supports the County’s Strategic Plan Goal One, Operational 
Effectiveness/Fiscal Sustainability, by providing Countywide PSO guidelines to afford the County 
legal protections when analyzing confidential information which can help the quality and 
improvement of patient safety.  This will then improve the implementation and effectiveness of 
Countywide patient safety efforts and fiscal responsibility.

FISCAL IMPACT/FINANCING

No fiscal impact.

FACTS AND PROVISIONS/LEGAL REQUIREMENTS

Currently, there are no Countywide requirements for protecting patient safety discussions.

The new Policy will have a positive impact on both patient safety actions and 
system-wide improvements.  The Policy will become effective upon the Board’s approval.

County Counsel reviewed the proposed Board Policy and concurs with its creation.

IMPACT ON CURRENT SERVICES (OR PROJECTS)
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No negative impact on services (or projects) is foreseen.

CONCLUSION

Upon Board approval, please return two adopted stamped copies of the Board letter to Steven T. 
Robles, Assistant Chief Executive Officer/County Risk Manager.

SACHI A. HAMAI

Chief Executive Officer

Enclosures

c: Executive Officer, Board of Supervisors
Sheriff
County Counsel
Fire Chief
Health Services
Mental Health
Public Health

Respectfully submitted,

SAH:JJ
STR:DC:sg
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Policy #: Title: Effective Date: 

Proposed 
Procedures to Ensure the Legal Protections of 

Patient Safety Work Product and Reporting to a Third 
Party Patient Safety Organization 

 
 

 
 

PURPOSE 
_______________________________________________________________ 

 
To establish a Patient Safety Evaluation System (PSES) to effectively manage the flow of 
patient safety work product (PSWP) to ensure the legal protections provided by the Patient 
Safety and Quality Improvement Act of 2005 (PSQIA). 
 
 

REFERENCE 
_______________________________________________________________ 

 
Federal Register, Vol. 73, No. 226, Patient Safety and Quality Improvement, Final Rule, 
pp 70732-7081 4, November 21, 2008 
 
42 Code of Federal Regulations (CFR) Part 3 

 
 

POLICY 
_______________________________________________________________ 

 
This policy shall apply to all Los Angeles County providers of health care, including but not 
limited to, providers working for the County of Los Angeles (County) Department of Health 
Services, Department of Mental Health, Department of Public Health, Fire Department, and 
the Sheriff’s Department. 
 
The County has a designated Patient Safety Organization (PSO).  The PSO is considered 
a business associate of the County and its patient safety activities are deemed health care 
operations covered under the Health Insurance Portability and Accountability Act (HlPAA) 
Privacy rule. 
 
Los Angeles County health care facilities and programs shall enter event information into 
the Safety Intelligence (SI) system pursuant to their respective departmental policies.  The 
SI is an essential component of the County’s PSES and provides the platform to manage 
the flow of patient safety work product (PSWP).  Event information and supporting 
materials developed within the PSES and defined by each County health care facility or 
program shall be deemed PSWP.  Facilities will collect data, conduct analysis, and report 
information to the PSO for the primary purpose of improving patient safety.  The PSO will 
collect and analyze the PSWP for the purpose of improving patient safety, health care 
quality, and health care outcomes.  County health care facilities and programs will review 
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the information analysis generated by the PSO for the purpose of improving patient safety, 
health care quality, and health care outcomes.  The PSWP, the activities of the PSES, and 
the information analysis provided by the PSO is considered privileged and protected when 
used for patient safety improvement efforts and shall not be disclosed unless an exception 
applies.  Any person who knowingly or recklessly discloses identifiable PSWP in violation 
of the confidentiality protection is subject to the monetary penalty of not more than $10,000 
for each act constituting a violation as prescribed in the PSQIA. 
 
The County PSES consists of, but is not limited to, activities (including data collection, 
analysis processes, databases, and meetings [regardless of method]) as described below: 
 

 Quality assessment, quality improvement, and quality assurance activities; 

 Safety Intelligence (SI) system; 

 Peer review; 

 Other patient safety activities; and 

 Corrective Action Plans (CAPs). 

 
Each County health care facility or program may consider the following elements for 
inclusion in departmental policies that define their respective patient safety activities: 
 

 the scope of the PSES; 

 the process for identifying and documenting PSWP in the PSES; and 

 the description of the flow of PSWP for reporting to the PSO. 

DEFINITIONS: 
 
Confidential means not subject to disclosure.  Exceptions to confidentiality are: 
1) disclosure of PSWP to carry out PSA; 2) disclosure of non-identifiable PSWP; 
3) disclosure of PSWP to grantees, contractors, and certain entities carrying out research 
or evaluation of demonstration projects as defined in Section 922 of PSQIA; 4) disclosure 
to the Food and Drug Administration with respect to a product or activity related to that 
agency; 5) voluntary disclosure of PSWP by a provider to an accrediting body that 
accredits the provider; 6) disclosure of PSWP to law enforcement authorities relating to the 
commission of a crime (or to an event reasonably believed to be a crime) if person making 
the disclosure of PSWP reasonably believes that such disclosure is necessary for criminal 
law enforcement purposes; 7) other disclosures established by Federal regulation that are 
necessary for business operations and are consistent with PSQIA; or 8) with respect to 
persons other than a PSO, the disclosure of PSWP that does not include materials that 
assess the quality of care of an identifiable provider or describe or pertain to one or more 
actions or failures to act by an identifiable provider.  PSWP disclosed as an exception shall 
continue to be confidential. 
 
Patient Safety Organization (PSO) means a private or public entity or component thereof 
that is listed by the Secretary pursuant to section 924(d) of the Public Service Act, 42 
U.S.C. 299b-24.  The PSO will collect, aggregate, and analyze confidential information 
regarding the quality and safety of healthcare delivery. 
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Patient Safety Evaluation System (PSES) means the collection, management, or analysis 
of information for reporting to or by a PSO.  The PSES serves as the interface for data 
collection and analysis between the County health care facilities and programs, and the 
PSO. 
 
Patient Safety Work Product (PSWP) means any data reports, records, memoranda, 
analyses (such as Root Cause Analyses), or written or oral statements (or copies of any of 
this material) that:  1) are assembled or developed by a County health care facility or 
program for reporting to the PSO and are reported to the PSO, which includes information 
that is documented as within a PSES for reporting to a PSO; 2) are developed by the PSO 
for the conduct of patient safety and which could result in improved patient safety, health 
care quality or health outcomes; or 3) identify or constitute the deliberations or analysis of, 
or identify the fact of reporting pursuant to, a PSES (such as the date the information 
entered the PSES).  County health care facilities and programs may submit the information 
pursuant to the County-PSO Functional Reporting Agreement.  Information created, or 
analysis generated, by a County health care facility or program within a PSES for reporting 
to a PSO is considered PSWP even if not reported to the PSO, so long as the PSO is 
authorized to access such information.  Information removed from the PSES is no longer 
considered eligible for protection.  PSWP does not include a patient's medical record, 
billing and discharge information, or any other original patient or provider information; nor 
does it include information that is collected, maintained, or developed separately, or exists 
separately, from the PSES.  PSWP will be date-stamped when collected, when deliberated, 
when removed, and when reported to the PSO. 
 
Patient Safety Activities means:  1) efforts to improve patient safety and quality of health 
care delivery; 2) the collection and analysis of PSWP; 3) the development and 
dissemination of information with respect to improving patient safety, such as 
recommendations, protocols, or information regarding best practices; 4) the utilization of 
the PSWP for purposes of encouraging a culture of safety and of providing feedback and 
assistance to minimize patient risk; 5) the maintenance of procedures to preserve 
confidentiality with respect to PSWP; 6) the provision of appropriate security measures with 
respect to PSWP; 7) the utilization of qualified staff; and 8) activities related to the 
operation of a PSES and to the provision of feedback to participants in a PSES. 
 
Privileged means PSWP that is:  1) not subject to Federal, State, or local civil, criminal, or 
administrative subpoena or order, including in a Federal, State, or local civil administrative 
disciplinary proceeding against a provider; 2) not subject to discovery in connection with a 
Federal, State, or local civil, criminal, or administrative proceeding, including in a Federal, 
State, or local civil or administrative disciplinary proceeding against a provider; 3) not 
subject to disclosure under the Freedom of Information Act; the California Public Records 
Act, or any other similar Federal, State, or local law; 4) not admitted as evidence in a 
Federal, State, or local civil proceeding, criminal proceeding, administrative rulemaking 
proceeding, or administrative adjudication proceeding, including any such proceeding 
against a provider; or 5) not admitted in a professional disciplinary proceeding of a 
professional disciplinary body established or specifically authorized under State law.  
Exception to privilege is voluntary disclosure of non-identifiable PSWP.  PSWP disclosed 
as an exception shall continue to be privileged. 
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RESPONSIBLE DEPARTMENT 
_______________________________________________________________ 

 
Sheriff’s Department 
 
Chief Executive Office 
 
Fire Department 
 
Department of Health Services 
 
Department of Mental Health 
 
Department of Public Health 
 
 
 
 
 

DATE ISSUED/SUNSET DATE 
_______________________________________________________________ 

 
Issue Date:   Sunset Review Date:   
 




